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Digital Trace Data: The End of Empirical Sociology?

Abstract: In the 20th century empirical sociology possessed innovative met-
hodological resources that granted it fairly exclusive access to understanding
human social life. However, with the advent of digital technologies and incre-
asing migration into the online world, this privilege started to shift into the
hands of commercial entities. People of the 21st century now generate data
with every step they take (both physical and virtual), and most of the current
internet business models are built on the collection, analysis, and commer-
cial utilisation of such data. The ‘Digital Trace Data’ left behind by billions
of online users present an unprecedented opportunity for the study of their
behaviour, characteristics, and social interactions. This article seeks to intro-
duce readers to the world of Digital Trace Data and the three main areas in
which such data are used: research, commerce, and surveillance. Examples of
all three are given to illustrate the potential strengths, weaknesses, and asso-
ciated risks. The article also seeks to provide warning of a future in which the
largest repository of sociological data in history ends up locked behind the
doors of commercial enterprises and government institutions.
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Uvod

Autofi ¢lanku ,The Coming Crisis of Empirical Sociology” uz v roce 2007 upo-
zortiovali, Ze zatimco ve 20. stoleti sociologové zavedli do praxe mnohé inovativni
metody (dotaznikova Setfeni na reprezentativnim vzorku populace, hloubkové
rozhovory atd.), diky kterym se mohli pysnit svym zptisobem exkluzivnim pti-
stupem k porozuméni spolecenskému Zivotu, ve 21. stoleti je a jejich metody co do
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schopnosti generovat a vyuZivat socidlni data nepfehlédnutelné pfedhanégji mo-
derni informa¢ni technologie a jejich komeréni provozovatelé [Savage, Burrows
2007: 885-886]. Systematicky sbér dat je dnes jakymsi samozfejmym, zakladnim
nastavenim digitalnich sluZeb, pevné zakotvenym v podminkdch jejich uzivani.
Az konkrétni opatfeni typu legislativy GDPR se zaméfuji na jeho omezeni a dé-
vaji uzivateli alespoil zdkladni moznost s nékterymi jeho formami nesouhlasit.
Ucast na véudypiitomném sbéru dat neni ,,opt-in (dobrovolna, s védomym sou-
hlasem), ale ,,opt-out” (automaticks, s teoretickou moznosti explicitniho nesou-
hlasu). Nesouhlas se sbérem dat v celém rozsahu ale tieba v pfipadé nejvétsi on-
line socidlni sité Facebook znamena danou sluzbu nepouZivat (coz je samo o sobé
v mnoha oblastech Zivota problematické) a dale pomoci specidlniho softwaru ak-
tivné blokovat jeji ndstroje zahrnuté v kédu na prvni pohled zcela nesouvisejicich
stranek a aplikaci [Solon 2017]. Dokonce i v pfipadé, Ze jsme Facebook nikdy ne-
pouzivali, je mozné, Ze ndm v jeho databazi patfi pfinejmensim urcity , stinovy”
marketingovy profil [Hill 2018], nad kterym paradoxné nemédme Zadnou kontrolu
praveé proto, Ze Facebook nepouzivame. Chceme-li pouzivat internet, mobilni tele-
fon nebo tfeba bankovni ti¢et a platebni kartu, uniknout sbéru dat je uz nemozné.
Vzhledem k tomu, Ze internet se z mista setkdvani nékolika technologic-
kych nadsencti postupné promeénil v prostor, kde Ziji Zivoty bézni lidé, je rozsah
téchto dat skutecné nebyvaly. Facebook dnes po celém svété vyuziva kazdy den
1,5 miliardy lidi, Instagram 500 milionti, WhatsApp dals$ich 500 miliont' [Statis-
ta 2019]. , Digitalni stopa” pfedstavuje pomyslny soubor vSech dat, kterd v sys-
témech téchto sluzeb ztistavaji jako otisk kazdodennich aktivit kazdého z nich.
V soucasnosti se jednd primdrné o data (a pfislusnd metadata) vznikla interak-
ci v online prostfedi: dotazy ve vyhledédvacich, profilové informace, propojeni
v rdmci socialni sité, sdilené texty, fotografie a videa, soukromé zpravy a emaily
atd. S rozsifovanim nositelné elektroniky a internetu véci (IoT) v8ak mohou data
mit ¢im dél castéji plivod i ve fyzickém svété: historie GPS polohy uZivatele, jeho
fyzicka aktivita a zdravotni ukazatele, data z palubnich systémt ,chytrych” au-
tomobild, systémii ,,chytré domacnosti”, jako jsou vysavace, chladnic¢ky apod.
Nasledujici dva oddily pfinaseji tivodni popis kontextu v podobé komerdc-
niho a , dohledového” vyuziti digitalni stopy a diskusi o jeho spolec¢enskych do-
padech. Pfedstavime si nejvétsi medializované kauzy souvisejici s tim, jak velké
online platformy (a slozky statniho aparatu) naklddaji s daty. Ty maji totiz zcela
zédsadni vliv na povédomi a ndzor vefejnosti a v disledku i na pfislusnou le-
gislativu, podminky uzivani sluZzeb a dostupnost dat pro vyzkum. Po oddily,
ktery novy typ dat (a jeho vyhody i nevyhody) vyzkumnikovi blize pfedstavi,
se pravé problematice skokového zhorSeni dostupnosti digitalni stopy po aféfe
Cambridge Analytica a nastupu GDPR budeme vénovat. Zde spociva i jedno

Vv

z téZist ¢lanku. Je jim apel na rozvoj akademického zajmu o studium (a boj o vy-

! Vsechny tfi uvedené sluzby navic spadaji pod stejného provozovatele, ktery sebrana da-
ta ve svych produktech kombinuje.
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zkumnou dostupnost) digitdlni stopy. Ta jiZ nyni pfedstavuje pravdépodobné
nejvétsi repozitar sociologickych dat v historii a je nemyslitelné ponechat ji v bu-
doucnosti za zavienymi dvefmi komerc¢nich subjektd, které do jejtho mnohokrat
prolustrovaného vyseku jednou za ¢as velkomysIné dovoli vybranému vyzkum-
nikovi nahlédnout. Zavérecny oddil pfinasi piehled vybranych studii, které ilu-
struji potencidl konkrétnich, dfive v ¢lanku naznacenych vyuziti digitalni stopy.
Zakladnim cilem textu je predstavit ¢tenafi zplisoby jejiho praktického vyuziti,
pfesto se v zddném piipadé nejednd o vycerpavajici metodologickou pfirucku.
V tomto sméru jde spiSe o zakladni, motiva¢ni uvedeni do oblasti, kterd dispo-
nuje potencidlem nahradit (nebo pfinejmensim doplnit) mnohé tradi¢ni metody
empirické sociologie. Podafi-li se textu zaujmout, necht ¢tendf vyuZije seznam
odkazované literatury jako vychozi bod k dalsimu studiu a metodologicky se
inspiruje u predkladanych studii.

Komeréni vyuziti digitilni stopy

Obchodni model vétsiny internetovych sluZzeb ,,zdarma” v soucasnosti stoji na
pfesném cileni obsahu a obchodnich nabidek, na jehoz zacatku stoji pravé nikdy
nekoncici analyza osobnich dat uzivateli. O nékterych konkrétnich metodéach
(napfiklad o analyze uZzivatelskych konverzaci a celého spektra dal$ich pfedsta-
vitelnych akci v prostfedi socidlni sité) se docteme naptiklad v patentu Faceboo-
ku US20160283485A1 [Nowak, Eckles 2016]. Ob¢ané EU ziskali jistou (a ve srov-
néni se zbytkem svéta nadprimérnou) kontrolu nad vyuzitim svych tdaji az
relativné neddvno diky ndstupu GDPR.? V pf¥ipadé Facebooku pfibyla moznost
zakdazat sluzbé pouzivat tzv. ,socidlni akce” v reklaméch® nebo vyuzivat k cile-
ni reklamy tdaje ziskané od tfetich stran a naopak cilit reklamu na webech tie-
tich stran skrz uZivatelovy tdaje z Facebooku. Nezménéné vsak ztstalo vyuZiti
zdjmového profilu uZzivatele vytvofeného z jeho chovani v prostfedi produktt
spole¢nosti Facebook, stejné jako jeho demografickych tdajti — s obojim uZiva-
tel souhlasi samotnym pouzivanim sluzby, byt dnes disponuje alespor moznosti
tento zdjmovy profil manudlné upravit. Rozhrani obrazovky s nastavenimi GDPR
souhlasti ovSem uZivatele jasné vede k jednoduchému udéleni vSech potfebnych
povoleni, zatimco zména nastaveni v neprospéch provozovatele je viditelné upo-
zadéna a vyzaduje od uZzivatele snazeni navic [Constine 2018].

Oproti dobé pied online socidlnimi sitémi dnes lidé o sobé vefejné sdileji
velké mnozstvi informaci, ¢asto aniz by si uvédomovali, Ze i z dat zdanlivé zcela

2 Natizeni Evropského parlamentu a Rady (EU) ¢. 2016/679 ze dne 27. dubna 2016, o ochra-
né fyzickych osob v souvislosti se zpracovanim osobnich tidajti a o volném pohybu téchto
tdaji a o zruseni smérnice 95/46/ES (obecné nafizeni o ochrané osobnich tidaji).

* Reklama zobrazend nékterému z piétel uzivatele mohla v takovém piipadé byt uvozena
tieba vétou ,,Janu Novékovi se libi ****,
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nevinnych je mozné strojové odvodit iidaje, které sami povazuji za citlivé. Cran-
dall et al. [2010] napiiklad s pomoci mista a ¢asu pofizeni 38 miliont fotografii
ze socidlni sité Flickr zjistili, Ze je mozné velmi tspésné predpovédét existenci
spolecenskych vazeb cisté na zdkladé toho, Ze jsou dva lidé opakované ve stejnou
dobu na stejném misté. A¢ se z pohledu sociologa nejedna o zjisténi nijak Sokujici,
snadna dostupnost tohoto typu dat o velkych populacich m@ze mit podstatné
dopady na soukromi. Na rizika vefejného oznamovani vlastni polohy cilené upo-
zortiovala napiiklad strdnka ,vykradte mé, prosim” (pleaserobme.com), kterd
propojovala vefejné dostupna data ze socidlnich siti Twitter a Foursquare a na-
sledné cely internet informovala, Ze je uzivatel mimo domov, a tedy pfipraveny
k vykradeni [Quercia et al. 2011]. Studie postavené na datasetu aplikace myPerso-
nality (kterou si blize pfedstavime v dalsich oddilech) podobné tispésné ukazuij,
Ze i kdyby uzivatel nechtél vefejné sdilet informace, jako je politické pfesvédcent,
sexudlni orientace nebo vlastni psychologicky profil, i nevinnd digitdlni stopa
v podobé seznamu sledovanych stranek na Facebooku miiZe s dostatecné silnym

P

prediktivnim modelem snadno poslouZit k jejich ,dopocitani”.

Pravdépodobné nejzndméjsi aféra souvisejici se zneuzitim soukromych dat
z online socidlnich siti se odehréla v souvislosti s poradenskou spole¢nosti Cam-
bridge Analytica. Ta se nejprve pokousela koupit data projektu myPersonality,
ale protoze vyzkumnici s komerénim pouzitim nesouhlasili [Kosinski 2018], doslo
na zkopirovani jejich metodiky a tvorbu aplikace vlastni. Ta v pfimém srovnani
nebyla zdaleka tak tspésnd jako jeji vzor (osobnostni dotaznik vyplnilo ,pouze”
300 tisic lidi oproti Sesti miliontim u aplikace ptivodni), zato ale vyuzila v té dobé
znacné benevolentniho nastaveni samotného Facebooku, které az do roku 2015
umoziiovalo ziskat digitalni stopu nejen dotaznikovych respondentti (téch, kteti
aplikaci sbér dat explicitné povolili), ale i vSech jejich facebookovych pratel. Od-
tud pochézi medializované ¢islo 87 milionti zcizenych profilti. Sbér dat probéhl
legalni cestou a navzdory tvrzeni cetnych titulkt neslo o prolomeni zabezpeceni
Facebooku. Podminky byly poruseny az komerénim vyuzitim dat, k némuz autor
aplikace Aleksandr Kogan povoleni nemél [Cadwalladr, Graham-Harrison 2018].
Tti sta tisic dotaznikovych a 87 milionti z digitaln{ stopy pomoci prediktivniho
modelu vytvofenych osobnostnich profilti potom mélo byt pouzito k pfesnému
cileni reklamy v ramci politickych kampani, na nichZ se Cambridge Analytica
podilela. Nakolik cileni pomoci psychometrickych profilti tfeba americké prezi-
dentské volby v roce 2016 skute¢né ovlivnilo, ztistdvd nejasné. Stejné tak jestli
viibec mohlo dosdhnout vétsiho efektu nez zcela oficidlni systém cileni reklamy
na Facebooku, jehoZ role ve zminéné kampani je nezpochybnitelnd a zdaleka se
neomezuje jen na takzvany ,rusky vliv” ve zvoleni Donalda Trumpa, tedy cca
3 500 reklam ruské agentury zaméfenych na ,destabilizaci zdpadni demokracie
cilenim na krajni ndzorové skupiny” [Penzenstadler, Heath, Guynn 2018].

Navzdory tvrzenim velkych technologickych firem nepfedstavuji nebezpeci
pro soukromi zdaleka jen zdkulisni aktivity hackerti (vyuZzivajicich dér v zabez-
peceni) a na hrané zdkona se pohybujicich organizaci typu Cambridge Analytica.
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Znac¢nou pozornost si zaslouZi i rizika sbéru dat v podani samotnych provozova-
telti sluzeb, kterym je zpfistupiiujeme dobrovolné. At uz se jedna o sbér informa-
cf o ndkupnim chovani skrz zdkaznické karty obchodti, piesné kategorizovanou
historii pohybti na ti¢tech v bance nebo vy$e zminéné profilovani za tcelem cileni
reklamy v podani vétsiny internetovych gigantti: i zde se skryva nebyvaly poten-
cidl v podobé kombinace nejrozli¢néjsich zdroji dat, které dohromady mohou
mit mnohem vétsi vypovédni hodnotu, nez bylo pfi souhlasu s jejich vyuzitim
zamysleno. Vzpometime nékteré z mnoha medializovanych kauz Facebooku: na-
ptiklad kdyZ se snazil ziskat zdravotni dokumentaci pacienttt nemocnic [Kastre-
nakes 2018], pfipadné pravé data o pohybech na bankovnich tétech a nakupech
platebnimi kartami [Glazer, Seetharaman, Andriotis 2018], oboji pochopitelné za
tcelem propojent se svym stavajicim datasetem.

Bylo by kratkozrakeé tvéftit se, Ze takovato propojeni velkych, heterogennich
dataseti nemohou byt zdrojem pro védu a spole¢nost pfinosného poznani, nebo
dokonce pfimo Zivoty zachraniujicich praktickych nastroji — v pfipadé zdravot-
nich dat se nutné nabizi tfeba myslenka vyuziti umélé inteligence k v¢asné de-
tekci dnes zcela nezndmych a béZnym okem nepostfehnutelnych projevii nemoci
ukrytych hluboko v digitdlni stopé uZivatele a jeho nésledné vyzvani k navstéve
lékate [Matz et al. 2017]. Potencial kombinace big data a strojového ucenti je v tom-
to sméru nedozirny. Pfedstavme si, Ze napfiklad jako vyzkumnik zabyvajici se
prevenci civilizaénich onemocnéni v nedaleké budoucnosti mame k dispozici
v minutovych intervalech po mnoho let zaznamenavany vyvoj zdravotnich uka-
zatel@* a fyzickych aktivit miliont pacientt a k nim napfiklad kompletni GPS
zaznamy o jejich pohybu, transakce platebni kartou mapujici jejich stravovani,
kompletni pfehled vazeb v rdmci jejich socidlni sité nebo pfesné tdaje o kulturni
a medidlni spotiebé a texty veskerych jejich pisemnych komunikaci. To v8e jsou
data, kterd diky nositelné elektronice (tzv. ,wearables”), online socidlnim sitim
a skutecnosti, Ze takika kazdy provozovatel sluzby sbird co mozna nejvétsi mnoz-
stvi dat o svych zakaznicich, existujf jiZ dnes a jejich mnoZstvi i pfesnost kazdym
rokem nartstaji. Zatimco v minulosti data v takovém mnoZstvi nemélo smysl ani
sbirat, nebot neexistovaly praktické cesty k jejich zpracovani, strojové uceni dnes
v obfich datovych souborech dokaze odhalit pravidelnosti mnohdy zcela mimo
rozliSovaci schopnosti lidského pozorovatele. Zaroven by ale bylo naivni svétit
tato data slepé do rukou subjektti a zakulisnich hracd, jejichZz obchodni model
stoji na neprithledném a v mnoha ohledech nekontrolovaném komeré¢nim vyuziti
dosaZeného poznani.

* Jiz dnesni (stéle vcelku primitivni) p¥istroje zvladaji métit faktory jako srde¢ni tep, krev-
ni tlak, EKG, okysli¢eni krve, télesnd teplota, podkozni tuk a jejich zabér i pfesnost se ne-
ustéle zvysuji.
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Systémy dohledu

Digitalni stopa nachdzi bohaté vyuziti i jako néstroj dohledu (surveillance) at uz
pfimo v rukou totalitnich rezimt, nebo ,pouze” slozek statniho aparatu a taj-
nych sluzeb demokratickych zemi. Napfiklad systém ,socidlniho kreditu”, ktery
se postupné implementuje v Cing, stavi na technikéch a technologiich znémych
ze Silicon Valley, ale vzhledem k ¢asto pfimému napojeni ¢inskych technologic-
kych firem na stat mu nestoji prakticky nic v cesté. Cilem systému je s pomoci
strojového uceni analyzovat nejen online aktivitu jedince, ale i stdle nartstajici
mnozstvi digitdlné kvantifikovatelnych aktivit ve svété offline. Vysledné ,skoére
obcana” je postavené na mnozstvi faktorti, které nejsou vzdy ani oficidlné zndmé.
Patii tam naptiklad placeni dani, pokuty, $ifeni , nevhodnych” informaci, uzi-
vani drog, cviceni, studium ideologickych materidld prostfednictvim p¥islusné
aplikace Xuexi Qiangguo [Liao 2019] atd. Jedince ma systém pocinaje rokem 2020
povinné provézet kaZzdodennim Zivotem a pfindset mu zvyhodnéni (prominent-
ni umisténi profilu na seznamce, slevy na poplatcich za energie, plijéovani véci
bez nutnosti sloZit zdlohu, lepsi tirokové sazby v bankach atd.) nebo naopak ome-
zeni (zdkaz nakupu letenek nebo jizdenek na vlak [Kuo 2019], omezeni rychlosti
internetu, nemoZznost uchdzet se o vyssi posty ve statnich firmach, nemoznost
ubytovani v lepsich hotelich, neumoznéni univerzitniho studia déti) [Ma 2018].

Chceme-li v dystopickych vizich svéta velkych dat a strojového uceni zajit
jesté o néco dal, nabizi se moznosti jako rozpozndvani emoci v redlném case na
zékladeé fyziologickych projevii zaznamenanych kupfikladu chytrymi hodinka-
mi [pfiklad viz Rincon et al. 2016]. Takovy systém by byl teoreticky schopny roz-
poznat napiiklad hnév, znechuceni a dalsi emoce pfi kontaktu tfeba pravé s ide-
ologickym materidlem a nasledné v systému oznacit potencialné rizikové jedince.
Cesta k orwellovskému ,ideozlo¢inu” a p¥islusné ,ideopolicii” je tak nacrtnuta
zcela jasné a v jisté mife technicky realizovatelnd jiz dnes.®

Zapojeni digitdlni stopy do systémti dohledu mtizeme byt svédky i mimo
totalitni reZimy tam, kde je potfeba bezpecnosti upfednostnéna pted svobodou
a soukromim: Americky pohrani¢ni ifednik, ktery si od zdjemce o vstup do zemé
krom pasu vyzada i Gcty na socialnich sitich [Larson 2017] nebo Americka narod-
ni bezpe¢nostni agentura (NSA), sbirajici metadata telefonnich hovorti [Landau
2013], odposlouchavajici hovory a analyzujici platby kartami, atd. Zafadit sem
miiZzeme i projekty typu EET, jejichz zdkladnim cilem je zabranit dafiovym tni-
ktim na strané obchodniki, ale které v momenté propojeni naptiklad s databaze-
mi provozovatel platebnich karet mohou poskytnout dokonaly pfehled o spo-
tfebnim chovéni obyvatelstva v redlném case. Méné dystopickou kategorii jsou
systémy s dobrovolnou tcasti, kam mutZeme zafadit i aktudlné medializovany
Cesky piiklad vyuziti digitdlni stopy v rdmci tzv. ,chytré karantény” v souvislosti

®> Firma Amazon podle vSeho nositelné zafizeni rozpoznavajici emoce (byt za pomoci ana-
Iyzy tonu hlasu) dokonce skuteéné vyviji [Day 2019].

476



Stati

s pandemii COVID-19. Chytrd karanténa (v pfipadé souhlasu nakaZeného) vy-
uziva data mobilnich operdtorti a data z platebnich karet bankovnich spole¢nosti
k vytvofeni , vzpominkové mapy” mist, na kterych se nakazeny pohyboval. Do
stejného systému zapojena mobilni aplikace eRouska zase pomoci Bluetooth za-
znamendva ostatni uzivatele aplikace v okoli a uleh¢uje tak identifikaci téch, kdo
byli s nakaZzenym v epidemiologicky vyznamném kontaktu [MZCR 2020]. Totalit-
ni rezimy maji pochopitelné nespornou vyhodu v tom, Ze disponuji v podstaté ne-
omezenym pfistupem k dattiim svych obcanti, jejichz obavami o soukromi a sou-
hlasem se nemusi zdaleka tolik zatéZovat. Naproti tomu nasazeni podobnych
opatfeni (na jiné nez dobrovolné bazi) byva ve zbytku svéta ter¢em kritiky —napt.
provaleni sbéru dat NSA z tist whistleblowera Edwarda Snowdena vedlo k doma-
cimu i mezindrodnimu skandélu a legislativnim zménam [MacAskill 2015].

Digitalni stopa z pohledu vyzkumnika

Soubor vsech dat a metadat, kterd v digitdlnich systémech zhstavaji jako otisk
aktivity jejich uzivateli, nazyvame pro potfeby tohoto ¢lanku ,digitalni sto-
pa”. V existujici akademické literatufe se o stejnych datech ovsem doc¢teme pod
riznymi jmény. Néktefi autofi hovoii o ,digital trace data” [Jungherr 2015], jini
o ,digital footprints” [Golder, Macy 2014] nebo ,social transactional data” [Sa-
vage, Burrows 2007]. Dals{ ztistavaji u zastfesujictho terminu ,big data” a az p¥i-
davnym ,in social science” [Foster et al. 2016] specifikujf, Ze se nejedna naptiklad
o data z ¢asticovych urychlovac¢t. Olshannikova et al. [2017] pro velka data ze
socidlnich sitf a riiznych forem lidské digitalni komunikace pouZivaji termin ,big
social data”.® Zachovat v ndzvu co nejvétsi propojeni s vyzkumnou tradici big
data mtize byt uzitené i z toho davodu, Ze ¢ast problémt a metod jejich feSeni je
s technickymi obory bud zcela spole¢nd, nebo alesponi stoji na spole¢ném zakla-
du. Dekédovani sémantiky lidmi vytvofeného obsahu” (zpracovani p¥irozeného
jazyka, rozpozndni feci atd.) je problém do zna¢né miry specificky pro lidmi vy-
tvofeny obsah, ale digitaln{ stopa zahrnuje i mnoZzstvi dat vytvofenych strojové,”
kde bude prinik metod s technickymi obory opravdu velky. Kromé réznych na-
zvli pro novou kategorii vyzkumnych dat vznikd i mnoZstvi metodologickych
a myslenkovych smérti, které zdtraznuji promeény, jeZ s sebou nova data pfinasi.

¢ A déli je na data (1) digitalni sebereprezentace (profilova data a publikovany obsah),
(2) technologicky zprostfedkované komunikace (soukromé zpravy i vefejné piispévky
v diskuzich), (3) digitdlnich vztahti (pfatelstvi, odbéry, sledovéani...) [Olshannikova et al.
2017: 14].

7 Lidé v prosttedi platforem tzv. Webu 2.0 pfedstavuji nejen spotiebitele, ale i primarni
tvlirce obsahu (videa na YouTube, ale i komentéfe pod nimi, fotografie na Instagramu,
tweety na Twitteru atd.).

8 Napf. metadata typu kdo, kdy, kde, s kym atd., oznacovana také jako ,transakéni data”
[Beer, Burrows 2013].
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,Computational social science” [Lazer et al. 2009] klade diiraz na nezbytnost pro-
pojeni metod informatiky a socidlnich véd pro efektivni préci v oblasti big social
data. , Forensic social science”, kterou Goldberg chédpe jako ,peclivy sbér diika-
zi z nestrukturované digitalni stopy jako prostfedek k vytvéfeni novych teorii”,
podle néj dokonce nabizi pro sociologii pfilezitost konecné se osvobodit ,,z okovti
testovani hypotéz” [Goldberg 2015: 1].

Zé&kladni definice big data hovofi o datech, kterd standardni software a hard-
ware neni schopen v rozumném ¢ase zpracovat [Manovich 2011] pro jejich absolut-
ni velikost. Z pohledu vyzkumnych moZnosti jsou ale big data zajimava i velikosti
relativni: namisto reprezentativnich vzorkt je totiz u big data teoreticky mozné
pracovat s daty celé piislusné populace (napf. telefonni operdtor mé pro analyzy
k dispozici metadata vSech hovorti a zprav, které se v jeho siti odehraly; banka
udaje o vSech transakcich svych klientdi; Facebook veskeré interakce svych uzi-
vateldl). Kompletniho zastoupeni populace doséhneme zatim® samoziejmé spise
u populaci takto specificky vymezenych (zdkaznici telefonniho operatora, klienti
banky, uZivatelé Facebooku). S rostouci monopolizaci trhu a vyhlidkou na téméf
univerzalni vyuzivanost nékterych digitalnich sluzeb vSak neni do budoucna ne-
predstavitelny ani scénaf dostupnosti dat o takika libovolné kompletni populaci.

Znacna ¢ast sociologickych vyzkumt stoji na datech ziskanych ze subjek-
tivnich vypovédi zkoumanych osob. Ty vSak mohou byt zdrojem cetnych zkres-
leni. Digitalni stopa naproti tomu poskytuje také strojové zaznamy o aktivitach
pofizené v momenté jejich kondni. Namisto mlhavého vzpomindni, kde subjekt
v dany den a danou hodinu byl, ndm jako vyzkumnikéim mtiZe zpfistupnit za-
znamy své GPS polohy. Namisto odhadovani, s kolika pfateli se uplynuly rok
bavil o problematice fake news, nds miiZze nechat strojové analyzovat svou historii
zprav. Namisto snahy artikulovat na misté nazor na celou politickou scénu, ndm
miiZe k analyze poskytnout své jednotlivé interakce s p¥ispévky politikti na soci-
alnich sitich a jejich postupny vyvoj za poslednich 10 let.

Nedocenitelnou vlastnosti digitalni stopy je i to, Ze umozZiiuje vyhnout se
zkreslenim vyvolanym tradi¢nimi vyzkumnymi stimuly, nebot je tvofena daty
vzniklymi v prostfedi pfirozenych socidlnich interakci, a nikoli v rdmci labora-
torniho experimentu. Data digitdIni stopy tak nepfedstavuji reakce na otazky vy-
zkumnika, ale otisky chovéni ¢lovéka v jeho dnes jiz viceméné p¥irozeném pro-
sttedi. Zajima-li se vyzkumnik o experimentalni, a nikoli observac¢ni data, nabizi
se moznost konstruovat v online prostfedi v podstaté terénni experiment’ a na-
sledné vyuzit schopnosti platformy poskytnout bohatd doprovodna data v po-

N

dobé digitalni stopy. Naptiklad Bond et al. [2012] takto do experimentu s Sifenim

? V pfipadé internetové sluzby vyuzivané zpoéatku primarné mladymi a technologicky
zdatnymi lidmi zlistane zbytek populace skryt za ,digitdlni propasti”, ktera naslednou
zobecnitelnost vysledki mtize omezit.

10 Konkrétni podobu ,terénniho vyzkumu online” navrhuji napf. Parigi, Santana a Cook
[2017].
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volebniho chovani na Facebooku zapojili jinak téZko predstavitelnych 61 milionti
subjektti. Archivy digitalni stopy mohou také byt nebyvale bohatym zdrojem tzv.
,prirozenych experiment” a ¢im vice se realita provozovatelt digitalnich plat-
forem typu Facebook bude blizit stavu ,,sbirdme vSechna data o vSech”, tim spis$
bude v archivech mozné naleznout pfirozené se vyskytujici vysledky rtiznych
experimentdlnich scénaiti s pfesné definovanymi podminkami.

Digitalni stopa ma krom silnych stranek ale samozfejmé i mnohé slabé a ve
srovnani s tradiénimi metodami htife prozkoumané. Z pohledu vyzkumnika
znamend v jistém smyslu analyzu sekunddarnich dat, nebot jejich primdrni sbér
maji vzdy v rukou ndstroje platformy. ,Sbér dat” totiz platforma provadi v mo-
menté samotné interakce a data jsou ndsledné vyvoladvana z databéze, kdykoli je
tfeba je zobrazit. Pokud tedy naptiklad komentar pod statusem na socidlni siti
zobrazujeme s odstupem nékolika let (nebo tfeba jen na jiném zafizeni), mtZeme
jej vidét ve zcela jiném prostfedi, neZ v jakém jej autor psal a mtizeme mylné
predpoklddat jiné moznosti interakce, nez jaké mél autor k dispozici."! Vyzkum-
nik se tak musi vzdat zna¢né ¢asti kontroly nad sbérem dat, a tedy i desitky let
studovanych, standardizovanych metod empirické sociologie, které navrh tra-
di¢ntho vyzkumu formuji od samého pocatku. Expertiza zde uZz nespocivd ve
schopnosti spravné polozit respondentovi otazku, ale spiSe porozumét tomu, jak
neustéle se ménici prostfedi a nastroje konkrétniho digitdlntho média formuji sa-
motné chovani ¢lovéka.

I od idealu nezkreslenych dat se digitdlni stopa mtiZe velice vzdalit. Nap¥i-
klad vyzkumy pracujici s tidaji subjektt ziskanymi z profild na socidlnich sitich
obvykle v zdkladnich demografickych ukazatelich (které nezfidka rozhoduji uz
o zapojeni do vzorku) spoléhaji na informace, které subjekt v profilu sdm uve-
dl. Tim se nejen vraceji ke zkreslenim subjektivnich vypovédi, ale dokonce po-
tencidlné pridavaji dalsi, protoZe ve srovndni s nevefejnymi dotazniky klasické-
ho vyzkumu mohou vefejné profilové ddaje byt zkreslené pravé uz samotnym
umisténim ve ,vykladni skiini” [Hogan 2010]. Napfiklad studie, kterd se snazi
sledovat studenty kalifornské univerzity, tak ve skutecnosti sleduje spise uZiva-
tele Facebooku, ktef{ se na svém profilu k danému univerzitnimu studiu hlési
[Golder, Macy 2014: 1064]."2 Podobné se mtize zkomplikovat i pfedstava o vyhnu-
ti se zkreslenim vyvolanym vyzkumnymi stimuly: Pokud si je uZivatel védom,
Ze platforma veskerou jeho aktivitu zaznamendava, mtiZe jeji systémy uz automa-
ticky obchézet a napt. citlivy obsah prohlizet v anonymnich oknech a specialnich

P

prohliZecich, citlivd témata rozebirat v koncové Sifrovanych konverzacich atd.
Bylo by naivni tvafit se, Ze socidlni sité a dalsi digitalni technologie jsou

transparentni a chovani svych uZzivatelt neovliviiyji. I kdybychom vsak z tohoto

divodu chtéli digitalni stopu odmitnout jako cestu k tradi¢nimu, ,,offline” socio-

' Naptiklad tlacitko ,to se mi libi” p¥ibylo k facebookovému obsahu v roce 2009 a v roce
2016 jej nahradilo celé spektrum moznych , reakei”.

12 Problematice validity a reliability Big Data se hloubg&ji vénuji nap¥iklad zminéni Golder
a Macy [2014] nebo Liu et al. [2016].
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logickému poznani, neuteCeme pfed skutecnosti, Ze se do online prostfedi pre-
souva stale vétsi ¢ast bézného Zivota miliard lidi, a ty nejtrividlngjsi zmény v jeho
fungovani tim padem mohou mit na lidské Zivoty vétsi dopad nez mnohd roky
debatovana politickd rozhodnuti. Tyto dopady je tfeba studovat a vyuziti novych
metod se zde vyhnout nelze. Uz Mills varuje pfed , fetiSizaci metody”, majici za
nasledek, Ze vybér zkoumanych témat je svym zptisobem pfedem formovan pev-
né danym metodologickym repertodrem [Mills (1959) 2000: 121-122; Gane 2011:
159], a at uZ tradi¢ni metody tvofi jakkoli silny rdmec, zlistane-li akademicky
vyzkumnik odkdzany na nakladnd n = 500 dotaznikové Setfeni a ¢asové ndroc-
né n = 20 hloubkové rozhovory, zatimco vyzkumnik komeréni bude mit béhem
nékolika kliknuti k dispozici strojové zpracovatelnad data spocivajici v komplet-
ni historii chovani milionovych populaci na trovni jednotlivych interakei, mtize
mezi obéma svéty vzniknout nepfekonatelna propast.

(Ne)dostupnost digitalni stopy pro vyzkum

e

Nejelegantnéjsi cestou k datim pro vyzkumnika v online prosttedi je bezpochy-
by pfimd spolupréce s platformou, jejiz data chce analyzovat. V pripadé velkych
nadndrodnich firem je vSak tato moZnost dostupnd vyhradné projekttim, které
probihaji pod jejich stfechou, v rdmci jejich vyzkumné agendy, nebo na kterych
se alespon pfimo podilejf jejich zaméstnanci. Cesta, jak z pozice nezavislého vy-
zkumnika poZzadat napfiklad Facebook o poskytnuti vyzkumnych dat na vlastni
projekt a uspét, v soucasnosti prakticky neexistuje. Tato situace vyzkumniky ne-
vyhnutelné déli na ty s daty a ty bez dat, pficemz druhd skupina nejenZze nema
moznost vyzkum té prvni reprodukovat, ale mnohdy ani kriticky zhodnotit jeho
metodologii [Boyd, Crawford 2012: 673]. V momenté, kdy je p¥istup k datim pri-
vilegiem, které miZe poskytovatel kdykoli odebrat, vyzkumnik navic nemtize
riskovat kladeni takovych otdzek, které by pro poskytovatele dat mohly byt ne-
pfijemné [ibid.: 674].

Naopak nejméné elegantni, zato nejobecnéji pouzitelnou metodu sbéru
na webu dostupnych dat predstavuje tzv. ,scraping” neboli prochazeni obsahu
webovych stranek a jeho ukladani pro pozdéjsi analyzu.” Takovy postup ma pro
obé strany pochopitelné nékteré nevyhody: pro vyzkumnika je to pfedevsim po-
tteba specializovanych programatorskych dovednosti nutnych pro vytvofeni na-
strojt, které budou specificky formatovana data pomdhat sbirat a zpracovavat;
nizsi rychlost a mensi spolehlivost nacitani obsahu skrz web a v neposledni fadé
i nutnost byt si védom podminek uzivani sluzby (které mohou nap¥. automati-
zovany sbér vyslovné zakazovat). Pro provozovatele platformy je to pak tfeba
veétsi zatéz serverti nebo nemoznost ovlivnit, ktery obsah bude dostupny strojové
a ktery pouze skutecnému uZivateli.

3 At uz se jednd o prochdzeni ru¢ni, nebo automatizované a at uz se vyuziva tradi¢nich
webovych prohlize¢i, nebo pfimé komunikace pfes http protokol.
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Standardem dnesni doby ve vyzkumném sbéru dat z velkych webovych
platforem je vyuziti tzv. APL" skrz které provozovatel platformy zpiistupni ta
data, ktera zp¥istupnit chce,” v mnozstvi, které je zpfistupnit ochoten, a zarovern
ve formatu a rychlosti, které jsou velkou vyhodou i pro vyzkumnika. V pfipadé
platforem s individudlnimi profily pak mtZe o zpfistupnéni vlastnich tdaji (ty-
picky pro potieby aplikace, kterd je chce vyuZzit) mnohdy rozhodnout v daném
momenté pfimo uzivatel sam.

Jednim z vyznamnych piikladd vyzkumného sbéru digitdlni stopy ze so-
cidlnich siti s pomoci API (a s explicitnim souhlasem kazdého participanta) byla
facebookova aplikace , myPersonality” Davida Stillwella, kterou se nésledné in-
spirovala i zminénd kontroverzni Cambridge Analytica. Mezi roky 2007-2012
umoznovala uzivatelim vyplnit osobnostni test, ktery nasledné zdarma vyhod-
notila. Soucasti testu byl i souhlas se sdilenim digitalni stopy a demografickych
Gdaji z Facebooku, ktery udélilo cca 40 % uZivateld aplikace z celkovych Sesti
milionti. Vysledny dataset v sobé tedy kombinoval demograficka data subjektt,
odpovédi v testu osobnosti a mnozstvi digitalnich stop v cele se seznamem ob-
libenych facebookovych stranek uzivatele. Tato data byla ndsledné zp¥istuprio-
véana dalS$im vyzkumniktm az do roku 2018, kdy jejich poskytovani autofi v né-
vaznosti na tlak vyvolany aférou Cambridge Analytica ukonéili. Clanek autort
z roku 2015 uvadji, Ze dataset vyuZzilo minimdlné 200 vyzkumnikt ze 100 rtiznych
akademickych instituci [Kosinski et al. 2015] a aktudlni strdnka projektu odkazuje
na 57 vybranych publikaci [myPersonality n.d.].

Jind vysokoprofilovd vyzkumna aplikace Netvizz [Rieder 2013] uZivatel-
ska data nesbirala, ale naopak k nim uzivateli skrz API Facebooku umoziiovala
pfistupovat a analyzovat tak napfiklad vefejné dostupné piispévky médii nebo
politikii. Dlouhou dobu patfila k nejoblibengjsim analytickym ndstrojim pro fa-
cebookova data a v dobé publikace tohoto textu nasbirala prostfednictvim pii-
slusného akademického ¢lanku pies 500 citaci.'

Na skandaly, jako bylo komeréni zneuziti facebookovych dat firmou Cam-
bridge Analytica, a na regula¢ni snahy v podobé evropského GDPR vsak socidlni
sité v cele pravé s Facebookem odpovidaji skokovym omezovanim dostupnosti

1 Application Programming Interface” neboli ,rozhrani pro programovani aplikaci” je
standardizované rozhrani dané platformy (naptiklad Facebooku, YouTube, Twitteru) urce-
né primarné pro kontrolovany piistup k jejim funkcim a dattim z aplikaci vyvojaft tietich
stran.

5 Vyzkumnici pracujici s API nebo scrapingem jsou vZdy omezeni na data z kategorie
vefejné piistupnych. Pouze vyzkumy provddéné v piimé spolupraci s platformou mohou
mit k dispozici celou digitalni stopu uZzivatele tak, jak ji platforma pro interni potteby
sbird. Naptiklad vyzkum autortt Chenga, Burke a Goetz Davis [2019] vyuZiva nevefejné
metriky Facebooku jako pocet navstév stranky, ¢as straveny na strance, frekvence posilani
zprav, interakce s blizkymi pfateli, mnoZstvi zobrazenych notifikaci, zobrazené p¥ispévky
a jejich obsah atd.

6 Podle vysledkt vyhleddvace Google Scholar ze dne 29. 4. 2020.
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dat z APIL aZ se tato mladd a perspektivni vétev vyzkumu postupné dostava do
stavu blizkého nepouzitelnosti. JelikoZ se obchodni model internetovych gigantt
toci praveé kolem analyzy uzivatelskych dat, jejich znept¥istupnéni ve jménu vyho-
véni regulatoriim a tlakim vefejnosti pro né pfedstavuje spise obchodni vyhodu,
zatimco pro nezavisly vyzkum znamend v lep$im pfipadé nédvrat ke scrapingu
(ktery vyzkum pfi troSe neopatrnosti snadno dostane za hranici tolerance etic-
kych komisi), v hor$im neproveditelnost.

Cast akademické obce pochopitelné vola po ptehodnoceni takové stra-
tegie [Bruns 2018; Rieder 2018; Brooks 2018]. Za jistou formu odpovédi na toto
volani pak muzeme povazovat napf. spolupraci Facebooku s organizaci Social
Science One. Spole¢na iniciativa ,,Social Media and Democracy Research Grants”
[Schrage, Ginsberg 2018] pro vybrané akademiky pfedstavovala prvni moznost
systematického pfistupu k anonymizovanym datéim z Facebooku. Spoluprace ma
vSak zatim pevné danou vyzkumnou agendu, kterad vychézi ze zdvazka Faceboo-
ku vi¢i Kongresu Spojenych statt americkych (vliv socidlnich médii na volby)
a pfistup k dat@im je podminén tspéchem v komplikovaném grantovém Fizeni.
Od ohlésent iniciativy po vyhldseni prvnich tspésnych Zadateli navic uplynul
rok, takze v tuto chvili nezbyva nez doufat, Ze se jedna spiSe o pilotni projekt, je-
hoZ cilem je otestovat novy, pomérné komplikovany zptisob zptistuptiovdni dat,”
nebot hrstku projektti roéné (navic se stejnym vyzkumnym zaméfenim) lze jen
tézko povazovat za adekvatni akademicky p¥istup k jednomu z nejvétsich poten-
cidlnich zdrojt dat pro socialni védy:.

Piiklady vyzkumného vyuziti digitalni stopy

Uz Golder a Macy ve své piehledové studii z roku 2014 uvadeéji, Ze pole vyzkumu
digitalni stopy je p¥ili§ rychle rostouci a rozsahlé na to, aby bylo mozZné vytvofit
jeho celkovy prehled. Dnes to samoziejmé plati dvojndsob. V tomto oddilu pfina-
$ime kratkd shrnutf nékolika studii, které dobfe ilustruji potencial doposud zmi-
nénych vyuZiti digitalni stopy na datech z jedné ze dvou nejcastéji zkoumanych
socidlnich siti (Facebook, Twitter). Tam, kde je to mozné, pfipojujeme ke zminé-
nym tématim odkazy na relevantni vyzkumy z ¢eského prostfedi. Ne vzdy se
jednd o studie vyhradné sociologické, nebot digitdlni stopa ma casto silngjsi vy-
zkumnou tradici v pfibuznych spolecenskych védach (napf. v behavioralni a so-
cidlni psychologii), kterou by byla skoda ignorovat mimo jiné i proto, Ze stejnd
data mohou slouZit i ke studiu otdzek sociologickych.

7" Navrhovany novy model spoluprdce mezi akademickou a komeréni sférou v ¢lanku
rozebiraji King a Persily [2019], ktef{ stoji za organizaci Social Science One, jez piistup
k facebookovym dattim zprostfedkovava. Zp¥istupiiovany dataset obsahuje specidlné ka-
librovany ndhodny s$um, ktery byl pfidan jako matematickd zaruka zachovani soukromi
participantti a vyZaduje tedy specidlni metody zpracovani, aby se zabranilo chybam méte-
ni vedoucim ke statistickym zkreslenim [Evans, King 2020].
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Jako prvni se zaméfime na studie postavené na datasetu myPersonality,
jenz se stal inspiraci pro kontroverzni aktivity poradenské spole¢nosti Cambrid-
ge Analytica, které potom spolu s aktivitami americké NSA a evropskou legisla-
tivou GDPR nejvice formovaly vSeobecné povédomi o digitalni stopé a ovlivnily
jeji vyzkumnou dostupnost. Kosinski, Stillwell a Graepel [2013] na datech z my-
Personality ukazali, Ze i zakladni vefejné dostupné informace z facebookovych
profilt mohou byt pouZity k automatizované a pomérné pfesné predikci poten-
cidlné citlivych osobnich tidaja (napf. pohlavi, vék, etnicita, sexudlni orientace,
ndbozenské vyznéni, politické postoje, inteligence, uzivani navykovych latek,
netiplna rodina atd.). Strojové uceni zde pracovalo s vysekem 58 000 subjekt(i
zminéného datasetu. Vysledny prediktivni model potom ze samotného seznamu
oblibenych stranek dosahl naptiklad 88% tspésnosti rozpoznani homosexuality,
95% tispésnosti rozpoznani bélocha od Afroameri¢ana nebo 85% tspésnosti roz-
liseni voli¢e demokratti/republikanti.

Navazujici studie [ Youyou, Kosinski, Stillwell 2015] srovnévala pfesnost po-
suzovani osobnostnich ryst (tzv. ,Big Five” — pétifaktorového modelu osobnos-
ti®®) mezi ¢lovékem a pocitacovym prediktivnim modelem, ktery mél k dispozici
pouze digitaln{ stopu zkoumaného jedince. Autofi ukazali nejen, Ze je z digitalni
stopy hodnotit osobnost ¢lovéka mozné, ale dokonce na zdkladé naméfenych vy-
sledkti tvrdi, Ze hodnocent jejich prediktivniho modelu je pfesnéjsi nez hodno-
ceni partnerd, pfatel a kolegti subjektu. U nékterych hodnot prediktivni model
dosahoval dokonce vétsi shody s vysledkem osobnostniho testu, nez jakého do-
sahovalo sebehodnoceni subjektu samotného.

Matz et al. [2017] se rozhodli ukdzat silu p¥izptisobovani reklamni komu-
nikace na zakladé psychologického profilu adresata vytvofeného z jeho vefejné
dostupné digitdlni stopy a opét vyuZili data z aplikace myPersonality. V nékolika
samostatnych experimentech testovali mimo jiné reklamni sdéleni p¥izptisobené
pro extroverta/introverta (a dosdhli 50% ndrtistu prodejti oproti kontrolni sku-
piné) nebo reklamu na mobilni aplikaci pfizplisobenou podle jednoho z faktort
Big Five — uzivatelovy otevienosti k novym zkusenostem (a dosahli az 40% na-
rastu proklikii). Oba experimenty pracovaly s cilenim na zdkladé jediné oblibené
stranky subjektu (namisto jejich kompletniho seznamu), takZe se jedna o vysled-
ky co do moznosti dané metody velice konzervativni. V zavére¢né diskusi autofi
poukazuji jak na moznosti pozitivnitho vyuziti psychologického cileni komuni-

8 Pétifaktorovy model osobnosti mé v socidlnich védach nezanedbatelnou tradici [napf.
Selfhout et al. 2010; Gerber et al. 2011; v prostiedi ¢eské sociologie napt. Lyons 2017; Any-
zova 2018]. Osobnostni rysy se, jak piSe AnyZzova, ,zpravidla neméfi v béznych repre-
zentativnich sociologickych vyzkumech z dtivodu pfili§ rozsdhlé standardizované baterie
vyrokti (v psychologii inventafe), kterd netinosné zatézuje jiz tak casto pfedimenzované
dotazniky” [2018: 668]. Obohaceni dat osobnostnim profilem zkoumaného jedince tam,
kde vypliovani dlouhych baterii otdzek neni prakticky proveditelné, miize zajistit pravé

analyza digitaIni stopy a otev¥it tak dalsi vyzkumné moZnosti.
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kace (nasmérovani subjektt jevicich zndmky deprese na odbornou pomoc nebo
literaturu), tak na moZnost zneuZiti slabin subjektu (napf. pomoci reklamy na
kasino cilené na jedince jevici rysy spojené s patologickym gamblerstvim) a zmi-
nujiiv té dobé jesté nepotvrzend podezfeni o takovéto manipulaci kampané ame-
rickych prezidentskych voleb v roce 2016, tedy cilenou snahu o ,, demobilizaci”
voli¢h Hillary Clintonové.

V predchozich oddilech jsme zminili moZnost konstrukce experimentt
v online prostfedi. Vyznamnym piikladem takového postupu je studie prove-
dend v p¥imé spolupraci Facebooku a Kalifornské univerzity [Bond et al. 2012],
ktera se vénovala sifeni volebniho chovani v prostoru socidlni sité. Autofi ukazali
jednak efekt spolecenského pfenosu volebniho chovani, jednak i rozdilny vliv sil-
nych a slabych socidlnich vazeb na n¢j. Uvadéji, Ze a¢ tradic¢ni experimenty s mo-
bilizaci voli¢ti vykazuji spiSe sotva méftitelny dopad na skutecnou volebni ticast,
online socidlni sité — vzhledem k potencidlu zasahnout nebyvale velké mnozstvi
lidi — mohou pfesto vyvolat milionové rozdily v tGcasti a vysledky vyznamné
ovlivnit. V pfedkladaném experimentu vyzkumnici uvadéji, Ze v populaci 61 mi-
lionti zacilenych subjektti docilili 340 tisic volebnich hlasti v urndch navic. Po-
litické participaci na socidlnich sitich, byt formou ,tradi¢ni” analyzy digitdlni
stopy spiSe nez experimentu, se vénuji i ¢eské vyzkumné projekty. Napfiklad na
genderové nerovnosti v politické participaci na Facebooku se s pomoci obsahové
analyzy komentar( a piispévkit zaméfili Vochocova, Mazék a Stétka [2016].

Zminovali jsme, Ze i kdybychom chtéli digitalni stopu odmitnout jako ces-
tu k , offline” sociologickému poznéni, nevyhneme se ji pfi studiu jevii, které
prichazeji s novymi zptisoby komunikace. Dobrym pfikladem mtzZe byt otdzka
tzv. ndzorovych bublin (, filter bubbles”,” pfipadné , echo chambers”), tedy sta-
vu, kdy se ¢lovék uzavird v ndzorové homogennim prostfedi, které mtize vést
k jeho dalsimu vyhratiovani. Napiiklad Zelenka et al. [2016] v projektu ,Cesi
v zajeti socidlnich bublin” na digitdlni stopé uzivatelti Facebooku ukazovali, jak
zéasadné se 1is1 zdroje informaci, které sleduji pfiznivci tradi¢nich a antisystémo-
vych stran. Stejné tak Slerka a Sisler [2018] v debaté o uprchlické krizi na eském
Facebooku identifikovali p¥inejmensim ¢tyfi distinktivni ndzorova seskupent,
ktera se u stejného medidlniho obsahu potkévala zcela minimalné. Obé zminéné
studie vyuzivaly digitalni stopu v podobé uzivatelskych interakci s vefejnym ob-
sahem facebookovych stranek.

Velmi silnd vyzkumna tradice existuje kolem mikroblogovaci platformy
a socialni sité Twitter, nebot ta sviij obsah (na rozdil od relativné uzavieného
Facebooku) v zdkladnim nastaveni zpfistuptiuje vefejné a i podminky vyzkum-

¥ Termin , filter bubble” zdtraziiuje v problematice pfedevsim roli algoritmu. Ty v pro-
stfedi socidlnich médif fungujf skute¢né jako ,filtr” a rozhoduji o tom, jaky obsah uZivateli
ukdzat. Typicky tak ¢ini pravé na zdkladé digitalnich stop a vypocitané pravdépodobnosti,
co by se uzivateli mohlo libit, pfipadné s jakym obsahem bude nejpravdépodobnéji inte-
ragovat.
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ného pristupu k datiim mé podstatné otevienéjsi. Na rozdil od Facebooku zde
vyzkumnik stdle mtize vyuzivat API, a ackoli za plnohodnotny pfistup k da-
tdm musi platit, i zdarma poskytovany pfistup mutze byt dostateny pro né-
které mensi studie a pro vétSinu studii pilotnich. Vyznamné uplatnéni nachazi
Twitter tradi¢né v oblasti studia politické komunikace, ¢emuz se detailné vénu-
je naptiklad publikace Analyzing Political Communication with Digital Trace Data
[Jungherr 2015]. Bright [2018] zase na interak¢énich datech z Twitteru ukazuje, Ze
vzédjemnda komunikace mezi p¥islusniky politického stfedu je podstatné casté&jsi
neZz mezi p¥islusniky opacnych frakei na extrémnich koncich politického spekt-
ra. Pro vyzkumniky zabyvajici se dezinformacemi a propagandou na socidlnich
sitich mohou byt zajimavé také volné dostupné datasety statem financovanych
informacnich operaci, které Twitter odhaluje a pravidelné zpfistupiiuje v rdmci
,Jransparency report” [Twitter, Inc. 2020]. Na datech z Twitteru je pochopitelné
mozné studovat i jevy zcela apolitické, jako napiiklad vyvoj pocitu stésti a spo-
kojenosti ve spole¢nosti, ktery s pomoci 4,6 miliard tweett a analyzy sentimen-
tu mapovali Dodds et al. [2011]. Vysledky jejich tfileté analyzy nazorné ukazuji
zminovanou granularitu digitdlni stopy, ktera vyzkumniktim umoznila sledovat
vyvoj zkoumaného jevu zdroveil na trovni let, mésicti v roce, dni v tydnu, ale
i hodin, stejné jako identifikovat v datasetu celospolecenské momenty pozitivné
i negativné vyznamnych udalosti.

Zaveér

Cilem tohoto textu bylo predstavit ¢tenafi koncept digitalni stopy, tedy jakéhosi
pomysiného souboru vSech dat a metadat, ktera v digitalnich systémech ztista-
vaji jako otisk kazdodennich aktivit uzivatelti. Z komer¢niho pohledu tvofi sbér
a analyza digitalni stopy zaklad obchodniho modelu sou¢asného internetu, kde
nejcastéji slouzi k co nejpfesnéjsimu vyprofilovani uzivatele a nasledné persona-
lizovanému filtrovani obsahu a cileni reklamy. Z pohledu sloZek statniho aparatu
je digitdlni stopa uZite¢nym néstrojem dohledu, kde profil jedince uz dnes po-
miiZze rozhodnout o vpusténi do zemé, zabrani mu v nakupu letenek a jizdenek,
piipadné poslouzijako dikazni materidl v trestnépravnim fizeni. Z pohledu aka-
demického vyzkumu pfedstavuje digitdlni stopa zdroj dat o velkych populacich,
vyznacujici se zaroven bezprecedentni granularitou: detailni zdznamy o pohybu,
spolecenskych interakcich, kulturni spotfebé nebo tfeba zdravotnich ukazatelich
miliard jednotlivcti.

Rozdil mezi objemem dat dostupnym provozovateltim sluzeb a nezévislym
vyzkumnikdim s postupem ¢asu propastné nartistd. Provozovatelé jich sbiraji sta-
le vétsi mnoZstvi a stale méné jich zp¥istupniuji, k ¢emuz jim paradoxné pomahaji
iaféry aregulace. Za situace, kdy v dtisledku afér typu Cambridge Analytica stoji
akademicky pfistup k datim a soukromi uZivateli zdédnlivé v pfimé opozici, zvi-
tézi nevyhnutelné soukromi — tim spis, kdyZ provozovateli umozni upevnit da-
tovy monopol, ktery tvoii patef jeho obchodnitho modelu. Velké praktické riziko
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pro nezavisly vyzkum digitalni stopy predstavuji i samotné zmény v dostupnos-
ti dat, které jsou casto nepfedvidatelné a neumoziiuji planovat vyzkum, nema-
-li vyzkumnik v rukou jiz hotovy dataset. Pro pfedstavu — metodologie vétsiny
vyse uvedenych nezavislych studii Facebooku bude dnes, nékolik let po jejich
provedeni, nereplikovatelnd, protoZe stejnd data jiZ neni mozné sebrat. Facebook
na silici kritiku svého postupu vici vyzkumnikéim sice reaguje, ale zatim neni
jasné, jestli jde o skute¢nou snahu spolehlivé anonymizovand data dlouhodobé
a v dostate¢né mife zpiistupnit, nebo pouze o vyhovéni Kongresu Spojenych sta-
td americkych a symbolicky PR krok v podobé umoznéni nékolika mélo studif
jedné kritizované oblasti svého pilisobeni. Facebook pochopitelné neni jedinym
zdrojem dat, byt trend jejich uzavirani je v rtizné mife patrny takika vsude. Hrozi
tak, Ze ¢asy dostupnosti nezmérného mnoZzstvi dat (jak tomu bylo v dobé sbéru
dataseti myPersonality a Cambridge Analytica) skon¢i d¥iv, nez velka ¢ast vy-
zkumniki v oblasti socidlnich véd zaregistruje, Ze zacaly.

Digitdln{ stopa predstavuje jeden z potencidlné nejvyznamnéjsich typu dat
pro vyzkum v socidlnich védach a online socidlni sité jeden z jeho nejvyznam-
néjsich zdrojii. S obéma se ale pochopitelné poji i cetnd metodologicka tskali.
Nékdy jde o staré problémy v novém kabaté, k jejichz feSeni je médlokdo povola-
néjsi neZ pravé odbornici na empiricky vyzkum z fad sociologti, jindy o problé-
my zcela nové, které vyzaduji jak silnou mezioborovou spolupréci, tak spolupraci
s komercni sférou. Je daleZité, aby studium digitdlni stopy mélo v akademickém
prostfedi oporu i na vy$sich mistech, nez jaka zaujimaji technologicky schopni
studenti a doktorandi, z nichZ navic vétSina po dokonceni studia zamiii spiSe
déle posilit komeréni sektor. Jediné silnd akademicka zdkladna ma Sanci Fesit
problém pro studium digitdlni stopy zcela existen¢ni a dostatecné hlasité se zasa-
dit o rozumné, oficidlni zpFistupnéni téchto dat pro vyzkumniky a akademické
instituce, které by umoznilo digitdlni stopu dlouhodobé a s minimem vzédjem-
nych rizik studovat. Do té doby vyzkumnikiim nezbyva nez vyuZzit cest, které
jesté nebyly uzaviteny, platforem, které data jesté zpfistupniuji, pfipadné se vratit
k primitivnéjsim a casové ndro¢néjsim metodam, neZ je pohodlny a nekontro-
verzni sbér skrz API. Dvefe nejvétsiho repozitafe sociologickych dat v historii jiz
nejsou tak docela dokofdn, ale stéle zlistavaji pooteviené.

JAKUB SEDLACEK uc? na Studiich novyjch médit Filozofické fakulty Univerzity Karlovy a zd-
roveri je doktorandem Institutu sociologickych studii na Fakulté socidlnich véd. Na datech
ze socidlnich siti zkoumd spolecenskou roli celebrity a vliv influencerii na mladé lidi.
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